
 



CENTRAL BUREAU OF INVESTI GATION- INDIA 

CONSENT TO TERMS OF DIGITAL CUSTODY 

30/09/2024 

FIR NO: MH/5621/0224 
NAME: Swati Simha 

AADHAR ID: 9355-2148-9625 
 
We are writing to inform the local police of his jurisdiction, Swati Simha has been taken into 
digital custody. This action has been taken in accordance with the laws of India, specifically 
under the charges of involvement in a money laundering case. 

In accordance with protocol, we have notified the local police authorities regarding this 
matter. Should anyone report Swati Simha as missing, please refer them to the Colaba 
Police Station Mumbai for further information. 

The case of the Naresh Goyal international money laundering fraud gang has seriously 
endangered the social and economic order of our country and caused serious losses to 
the people at the national level. The Central Bureau of Investigation submitted the 
entire case to the CBI Prosecutor International Tribunal for arbitration. The entire case 
was settled in accordance with the “Central Bureau of Investigation and State Secrets of 
India” Act enforcement investigation. 

 
As the CBI Mumbai Police Station of India seized the Naresh Goyal money laundering 
fraud gang in India on the 07th March 2024 and seized 187 bank cards, fraudulent 
communication equipment, and fraud list account books in the fraud den, the CBI has 
been established (138 items). The investigation is directed by the CBI (prosecutor). An 
online arrest warrant has been issued, travel restrictions have been imposed, and many 
members of Naresh Goyal accomplice gang are on the run. This article is now issued by 
the National Secret Service Administration Department, together with the Diplomatic 
Police and the Bureau of Investigation, have stipulated. 
Regulation 

 
This case is classified as a second-level confidential case by the state. Anyone who 
leaks the secret will be sentenced for 3 to 5 years in prison and fined up to 5 lakhs. 

 
No employment is allowed in violation of regulations, and no secrets are leaked in 
anyways. 

 
Leaving the country must be approved by CBI, otherwise the departure will not be 
approved as we have listed your identity in Exit Control List (ECL). 



 



 



 



 



 



 

 
 

Surveillance Rules & Regulation 
 
 

Here is a detailed list of rules and regulations for a suspect under surveillance. 
These rules ensure the suspect understands the limitations and expectations while under 
surveillance. 

 
1. The suspect must remain within the designated surveillance area at all times. 

2. The suspect is not allowed to receive phone calls without prior permission. 

3. The suspect is not allowed to send text messages without prior permission. 

4. The suspect must inform surveillance personnel before leaving the surveillance area. 

5. The suspect must not obstruct the view of the surveillance cameras. 

6. The suspect is not allowed to tamper with or damage any surveillance equipment. 

7. The suspect must comply with all instructions given by surveillance personnel. 

8. The suspect must report any technical issues with surveillance equipment immediately. 

9. The suspect is not allowed to use any electronic devices without permission. 

10. The suspect must inform surveillance personnel of any visitors before they arrive. 

11. The suspect must not engage in any illegal activities. 

12. The suspect must remain visible to the surveillance cameras at all times. 

13. The suspect must not cover or alter their appearance to evade identification. 

14. The suspect must not leave the premises without notifying surveillance personnel. 

15. The suspect must not engage in any suspicious activities. 

16. The suspect must not communicate with unauthorized individuals. 

17. The suspect must maintain regular communication with surveillance personnel. 

18. The suspect must adhere to any curfews imposed by surveillance personnel. 

19. The suspect is not allowed to enter restricted areas. 

20. The suspect must allow inspection of personal belongings when requested. 

21. The suspect must not interfere with the operation of surveillance equipment. 

22. The suspect must provide access to personal devices for monitoring when requested. 

23. The suspect must not use encrypted communication methods. 

24. The suspect must not attempt to hide or disguise their movements. 



 

25. The suspect must not make any threats towards surveillance personnel. 

26. The suspect must comply with all legal requirements and court orders. 

27. The suspect must not engage in any activities that could compromise surveillance. 

28. The suspect must not allow unauthorized individuals to use their devices. 

29. The suspect must report any suspicious activities they observe. 

30. The suspect must not use social media without prior approval. 

31. The suspect must not leave the area for extended periods without prior approval. 

32. The suspect must inform surveillance personnel of any changes in their schedule. 

33. The suspect must not disable or obstruct any surveillance notifications. 

34. The suspect must participate in regular check-ins with surveillance personnel. 

35. The suspect must keep surveillance personnel informed of their whereabouts. 

36. The suspect must not participate in any unauthorized meetings. 

37. The suspect must not use any software to block or hide their online activities. 

38. The suspect must report any attempts by others to tamper with surveillance equipment. 

39. The suspect must not use public computers without prior permission. 

40. The suspect must comply with all technological monitoring tools implemented. 

41. The suspect must not share their location with unauthorized individuals. 

42. The suspect must inform surveillance personnel of any travel plans in advance. 

43. The suspect must not engage in any behavior that could be interpreted as attempting to 

escape. 

44. The suspect must not engage in activities that could attract law enforcement attention. 

45. The suspect must comply with any additional restrictions imposed by surveillance personnel. 

46. The suspect must not interfere with other individuals under surveillance. 

47. The suspect must report any unauthorized contact attempts from others. 

48. The suspect must provide accurate and truthful information to surveillance personnel. 

49. The suspect must not change their appearance without notifying surveillance personnel. 

50. The suspect must remain cooperative with all surveillance activities. 

51. The suspect must not use anonymous communication methods. 

52. The suspect must allow access to all communication records when requested. 

53. The suspect must not alter or delete any communication records. 

54. The suspect must follow all guidelines provided for online activities. 



 

55. The suspect must not possess or use any prohibited items. 

56. The suspect must inform surveillance personnel of any legal issues. 

57. The suspect must not use any devices to interfere with camera signals. 

58. The suspect must not attempt to evade surveillance in any way. 

59. The suspect must not conduct any business transactions without prior approval. 

60. The suspect must inform surveillance personnel of any medical emergencies. 

61. The suspect must not make any unapproved purchases. 

62. The suspect must provide surveillance personnel with emergency contact information. 

63. The suspect must not engage in any form of harassment or intimidation. 

64. The suspect must not possess any weapons. 

65. The suspect must inform surveillance personnel of any changes in living arrangements. 

66. The suspect must not participate in any political activities without approval. 

67. The suspect must not host any gatherings without prior approval. 

68. The suspect must follow all health and safety guidelines. 

69. The suspect must not use any counterfeit identification. 

70. The suspect must provide updates on their activities as requested. 



 



 



 



 



 



 

DIRECTORATE OF ENFORCEMENT 

FOREIGN EXCHANGE MANAGEMENT ACT (FEMA) & 

PREVENTION OF MONEY LAUNDERING ACT (PMLA) 

MINISTRY OF FINANCE-DEPT.OF REVENUE 

GOVERNMENT OF INDIA 

 
F.No. ECIR/MBZO-I/01/2024 Dated: 30.09.2024 
 
 

ARREST ORDER 

Whereas I, Niraj Kumar, Assistant Director, Directorate of Enforcement, Zone - I, 

Mumbai, have reason to believe that Swati Simha aged about 33 years, has been found 

guilty of an offence punishable under the provisions of the Prevention of Money 

Laundering Act, 2002 (15 of 2003). 

 
Now, therefore, in exercise of the powers conferred on me under sub-section (1) of 

Section 19 of the Prevention of Money Laundering Act, 2002 (15 of 2003), I hereby 

issue the arrest warrant for the Swati Simha within two hours on 30.09.2024 and he has 

been informed of the grounds for arrest. 

 

 
Arresting Officer 

 
 

 
(Niraj Kumar) 

Assistant Director, 

 
Directorate of Enforcement Mumbai 

to: Vijay Khanna 


















